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Display tool for PDF files (Qt version)

 

Xpdf is a viewer for Portable Document Format (PDF) files using the Qt toolkit.

Note: this version does not include the command line tools because they
conflict with poppler-utils.





	Source version: xpdf-4.04nb12
	Maintainer: pkgsrc-users AT NetBSD.org
	Website: https://www.xpdfreader.com/
	License: gnu-gpl-v2
	Package history:
cvs,
hg,
git




Build dependencies

pkgtools/x11-links
x11/xorgproto
x11/xcb-proto
x11/xcb-proto
graphics/icoutils
devel/glib2-tools
pkgtools/mktools
devel/cmake
devel/pkgconf
pkgtools/cwrappers




Runtime dependencies

fonts/urw-fonts
print/libcups
graphics/png
fonts/fontconfig
fonts/fontconfig
graphics/freetype2
graphics/freetype2
graphics/hicolor-icon-theme
print/libpaper
x11/qt5-qtbase
print/libcups
graphics/png
fonts/fontconfig
graphics/freetype2
graphics/hicolor-icon-theme
print/libpaper
x11/qt5-qtbase




Binary packages

	OS	Architecture	Version
	NetBSD 10.0	aarch64	xpdf-4.04nb12.tgz
	NetBSD 10.0	aarch64	xpdf-4.04nb8.tgz
	NetBSD 10.0	aarch64	xpdf-4.04nb8.tgz
	NetBSD 10.0	earmv6hf	xpdf-4.04nb12.tgz
	NetBSD 10.0	earmv6hf	xpdf-4.04nb8.tgz
	NetBSD 10.0	earmv7hf	xpdf-4.04nb12.tgz
	NetBSD 10.0	earmv7hf	xpdf-4.04nb8.tgz
	NetBSD 10.0	earmv7hf	xpdf-4.04nb8.tgz
	NetBSD 10.0	i386	xpdf-4.04nb12.tgz
	NetBSD 10.0	i386	xpdf-4.04nb8.tgz
	NetBSD 10.0	powerpc	xpdf-4.04nb8.tgz
	NetBSD 10.0	x86_64	xpdf-4.04nb12.tgz
	NetBSD 10.0_BETA	x86_64	xpdf-4.04nb8.tgz
	NetBSD 9.0	aarch64	xpdf-4.04nb12.tgz
	NetBSD 9.0	aarch64	xpdf-4.04nb8.tgz
	NetBSD 9.0	aarch64	xpdf-4.04nb8.tgz
	NetBSD 9.0	alpha	xpdf-4.04nb4.tgz
	NetBSD 9.0	earm	xpdf-4.04nb4.tgz
	NetBSD 9.0	earmv6hf	xpdf-4.04nb12.tgz
	NetBSD 9.0	earmv6hf	xpdf-4.04nb8.tgz
	NetBSD 9.0	earmv7hf	xpdf-4.04nb12.tgz
	NetBSD 9.0	earmv7hf	xpdf-4.04nb8.tgz
	NetBSD 9.0	earmv7hf	xpdf-4.04nb8.tgz
	NetBSD 9.0	i386	xpdf-4.04nb8.tgz
	NetBSD 9.0	i386	xpdf-4.04nb12.tgz
	NetBSD 9.0	mips64eb	xpdf-4.04nb4.tgz
	NetBSD 9.0	powerpc	xpdf-4.04nb8.tgz
	NetBSD 9.0	powerpc	xpdf-4.04nb4.tgz
	NetBSD 9.0	powerpc	xpdf-4.04nb8.tgz
	NetBSD 9.0	sparc64	xpdf-4.04nb4.tgz
	NetBSD 9.0	x86_64	xpdf-4.04nb12.tgz
	NetBSD 9.0	x86_64	xpdf-4.04nb8.tgz
	NetBSD 9.3	x86_64	xpdf-4.04nb8.tgz
	NetBSD 9.3	x86_64	xpdf-4.04nb12.tgz




Binary packages can be installed with the high-level tool
pkgin
(which can be installed with pkg_add)
or
pkg_add(1)
(installed by default).

The NetBSD packages collection is also designed to permit
            easy installation from source.





Available build options

	cups
	 Enable cups (Common UNIX Printing System) support.





Known vulnerabilities

	a open infinite-loop vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open floating-point-exception vulnerability
	a open floating-point-exception vulnerability
	a open floating-point-exception vulnerability
	a open null-pointer-dereference vulnerability
	a open floating-point-exception vulnerability
	a open floating-point-exception vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open null-pointer-dereference vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open use-after-free vulnerability
	a open denial-of-service vulnerability
	a open heap-based-buffer-overflow vulnerability
	a open memory-corruption vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open heap-buffer-overflow vulnerability
	a open heap-buffer-overflow vulnerability
	a open buffer-overflow vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open heap-buffer-overflow vulnerability
	a open floating-point-exception vulnerability
	a open heap-buffer-overflow vulnerability
	a open heap-buffer-overflow vulnerability
	a open stack-overflow vulnerability
	a open stack-overflow vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open stack-overflow vulnerability
	a open buffer-overflow vulnerability
	a open denial-of-service vulnerability
	a open denial-of-service vulnerability
	a open buffer-overflow vulnerability
	a open stack-overflow vulnerability
	a open stack-overflow vulnerability
	a open divide-by-zero vulnerability
	a open divide-by-zero vulnerability
	a open denial-of-service vulnerability
	a open infinite-loop vulnerability



The pkg_admin audit
command locates any installed package which has been mentioned in
security advisories as having vulnerabilities.



Please note the vulnerabilities database might not be fully accurate,
and not every bug is exploitable with every configuration.








Problem reports, updates or suggestions for this package should be
reported with
send-pr.


